U-Prox Button

Wireless multifunctional button
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Introduction

This manual describes how to use and configure the U-Prox Button wireless
multifunctional buttons. Please read this manual carefully before using the device.

Technical support for all U-Prox products is provided by phone: +38(091)481-01-69
and/or by e-mail: support@u-prox.systems.

Security warnings

WARNING. THE APPLIANCE HAS A BUILT-IN BATTERY. SUBSTITUTING AN INCORRECT
TYPE OF BATTERY FOR THE APPLIANCE MAY RESULT IN A FIRE OR EXPLOSION. DISPOSE
OF USED BATTERIES IN ACCORDANCE WITH LOCAL LAWS AND REGULATIONS.

Applications for customization

U-Prox Installer mobile application
Application for setting up the U-Prox wireless security system.

It is intended for both individual users and engineers of central monitoring stations.

Using a mobile phone, the app allows you to perform full security system setup:
install, test, and calibrate wireless system elements; configure security groups;
connect to monitoring stations; add users and give them the right to control the
security system from the U-Prox Home app.

m| - [m

Download on the

U
[ . App Store

GET IT ON
» Google Play

Installer web portal

The U-Prox Installer WEB web portal is designed to configure the U-Prox wireless
security system.

It is intended for both individual users and engineers of central monitoring stations of
security organizations.

Using a web browser, you can perform full configuration of the security system: install,
test, and calibrate wireless system elements; configure security -

groups; connect to monitoring stations; add users and grant them the E?ﬁm
right to control the security system from the U-Prox Home app. o

[=]

https:// web-security.u-prox.systems/
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access control

Description and principle of operation

U-Prox Button is a wireless key fob/button for controlling the U-Prox security system.
It has one programmable button and LED indicator for interaction with the security
system user.

It can be used as a panic button (attack), fire alarm button, medical alarm button, key
fob to confirm the arrival of a patrol, to turn relays on and off, etc.

The button pressing mode is customizable.
A mounting backplate is included for stationary installation.

The device works only with the U-Prox security system, connection to third-party
systems is not provided.

Functional elements of the device

Upper housing cover
Lower case cover
Strap for attachment
Button

LED indicator
Backplate for mounting
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Features

Power supply

Battery lifespan

Radio communication

Radio communication parameters

Operation via radio repeaters
Data transmission (radio)

Operating temperature range
Permissible humidity

Climate class

Overall dimensions of the device
Overall dimensions of the backplate
Color

Weight

Power supply

The device uses a CR2032 lithium battery, which allows it to
operate up to 5 years on a single battery.

Indication

Light indicator shows data transmission and

detector triggering

Data exchange with the security center, LEDs
light up to indicate data transmission and

actions:

e Green - successful
e Red - not successful
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3V, CR2032 lithium battery included
up to 5 years old
ISM wireless interface with multiple channels
ITU region 1 (EU, UA): 868.0..868.6 MHz,
100 kHz bandwidth, 20 mW max,
distance up to 300 m (outdoors);
ITU region 3 (AU): 016.5..917 MHz,
100 kHz bandwidth, 20 mW makx,
distance up to 300 m (in the open air).
Yes, automatic routing
Two-way communication, encrypted, with
sabotage (jamming) detection. The encryption key
is 256 bits
-10°C .. +55°C
Up to 75%
[ (EN 50131)
D39 X9 x 57 mMm
@ 43 X 16 mm
white, black
15 grams
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e Green blinks for a certain time - the
device firmware is being updated
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Installation

Selecting the installation location

Carefully choose the installation location of the U-Prox Button device, taking into
account the requirements for concealed installation and the presence of obstacles
that may limit the range of the device.

The appliance must not be placed:

1. Outdoors or in rooms with unacceptable humidity and temperature
In places with a high level of radio interference

3. Near objects that can cause attenuation or shielding of the radio signal (metal,
mirrors, etc.)

4. Atadistance closer than 1 m from the security center

It is recommended to perform the installation in the following sequence:

1. Registering the device in the security system using the U-Prox Installer app
2. Selecting the installation location

3. Installing the backplate

4. Installing the device

Installation
1. The kit includes a backplate and double-sided adhesive tape to secure the device
to the backplate

2. Mount the backplate using the included screws and dowels.

3. Apply double-sided adhesive tape to the backplate

4. Place the device on the backplate and press it down to secure it
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Turn on the device
Press and hold the button (8) for 3 seconds to turn on the device - the indicator
light will be on.

If the device has already been registered in the security system, it switches to the
standby mode.

WARNING. IF THE DEVICE HAS NOT BEEN REGISTERED, IT WILL GO INTO SLEEP MODE
AFTER 30 SECONDS.
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Settings
1. Download and install the U-Prox Installer mobile application to configure the
system

2. Launch the U-Prox Installer application and log in or log in using the U-Prox
Installer WEB portal

IF NECESSARY, REGISTER IN THE SYSTEM AS AN AUTONOMOUS INSTALLER OR GET
ACCESS AS AN INSTALLER OF A SECURITY COMPANY

Adding a device to the security system (registration)
1. Launch the U-Prox Installer application or open the web portal in a browser and
login

€ 5 C @ hups//web-security.u-proxsystems o @

U-PROX
iNSTALLER

Yaintn

7799-1313

2. Select the U-Prox MPX to which you want to add a wireless button from the list of
devices

« C @ hups//web-security.u-proxsystems/panels/00-08:58:30:21:1 Efedit/system e * e *» = 0@ :

] ITV TecToBa

€ Cuctema

1004 | U-Prox MPX

2| flarusicn 7 | Knasiatypu: 1| Pene: 1 | Kopuctysaui: 3| Bpenosar: 1
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3. Go to the "Users" section

1AV editusers

& C & hupsi/web-security.u-proxsystems/p

TecToBwuia MLIO Kopucrysaui

01| Nerperro NN

02 | Keyf

<— KopucTtyBaui [loaaw kopucTysaua

01| Metpenko M.N

4. Select a user from the list

“ C @ hitpsy/devweb-securityu-proxsystems/pancls/00.0887:FE33:1C/edit/usersfedit/] Q2w TLL
PenaryBsaHHa KOp1CTyBaqa

Sertification

BaneKw IcTopin Mift npodine Bwin

Cwcrema Fpynu £ rynr IcTopin 99)) Perparcrmin Peak i .
1

< PeplaryBaHHsa KopuUcTyBaya - o
eTpenko .M.

KnagiaTypHu# KOA NOCTAHOBKM/3HATTA
KnasiaTypHuit
KOR MOGTaHOBKH/.
SHATTA

Bpenok

Spenok.
Kapra Mifare
Mo6insHui

Mo6inbHuiA aopaTok RORaTOK

3BiHOK Npu
Tpusosi
[3BiHOK Npu TpuBO3i

MNetpenko MN.MN.

Hoctyn 8 rpynun

BupanuTi Kopuctysaya ) [locTyn 8 rpynu KaTeropii noaiv

5. Select the "Key fob" item, and the registration of wireless buttons and key fobs will
start

« C @ hitps//devweb-security:u-proxsystems/pancls/00:08:87.FE:33:1C/edit/users/edit/1/keyfobcreats a2 v W CaH» 0@ : 80 ITEEE s

& [onasakHs 6pesioka / TpBO...

Sertification

IcTopin Mift npodint

() s o o @) renct

< JlonaBaHHs 6pesioka / TPUBOXHOI KHOMKM

HAopaiite 6penok Ha BiAcTaHi He Ginblue 2 M Bia LEHTPY OXOPOHK. PeecTpauis BiA6yBaETLCS Ha MIHIMaNEHO MOXMBIK NOTYXHOCT, LWOG YHUKHYTI BNANBY CYCIAHIX CHCTEM, WO IO
MONXUIMBO HaNalwWToByOTLCA MOpYY. [NA AoAaBaHHA NPUCTPOIO YTPUMYITE ByAb-AKY KHOMKY 6nu3bko 10 cex 10 MUrOTIHHA 3eNeHoro iHauKaTopa. [loyekainTecs NoBiAOMNEHHA Npo
yenilwHy peecTpaLio NpUCTPolo. MepeKoHaiTecs TaKOX, WO B 6penoKy NPUCYTHs 3apazKeHa GaTapeiika

owyx

6. Bring the device to a distance of 0.5-1 m from the security center, press and hold
the button for about 20 seconds, and the device will be registered.
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7. Release the button after registering the device

« C @ httpsy/devweb-security.u-proxsystems/pancls/D0:08:87:FE:33:1C/edit/users/edit/1/keyfob/creaty Qe % A cCH»=00@ : 1807 B

& Kopucrysasi

TpUBOXHA KHOMKa YCTIWHO AofaHo X

TpuBOXHa KHOMKa YCrillHO
aopaHo

3MiHWTK KHONKKM

3akputin

8. Configure your device

10
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Basic settings of the U-Prox Button

In the Users section, select the user for whom you want to configure the panic button
from the list of users and click the Configure key fob button.

arpw IBGH*»=00@ : 29N e

PefarysaHHs KopuCTyBaqa

‘devweb-security.u-pe

Sertification

@ Cvcressa IE oy nyer

< PeparyBaHHsa KOpUCTyBaya

MNeTperko MM.M.

KnasiaTypHuit KOfl NOCTAHOBKH/3HATTA
KnasiaTypHuit

X0f NOCTaHOBKN/
Bpenok Tp1BOXHa KHONKa SRBEEH
Bpenok
Kaprka Mifare
Mo6inoHuit

Mob6inbHuit AoRaToK HONSTOK

N3BiHoK Npu
TpuBosi
[lasiHoK npy TpMBO3i

MNetpenko M.MN.
Hoctyn 8 rpynin

BupanuTu Kopuctysaua ) LlocTyn 8 rpynu KaTeropii nogin

The device settings will be opened.

5://deviveb-security.u-proxsystems/ pancls/D008:87.FE33:1C/editu 1 qu Q= & = H 5078 0 b T 59

PeparysaHHa HanawTys:

Sertification

@ a % Ty

< TpuBOXHa KHorMKa

Tpusora
Pexum pobotu
Pexxum HaTUCKaHHA

I’pyna BHE 1 AiLLIEHH & Tuxa Tpraara Nawics

KopwcTyBay: Metpenko M.

1. "Operation mode" - a notification that will be transmitted when you press the
button

devived-security.u-proxsyst

Pexum po6oTu

Pexxum po6oTtu
@ Tuxa Tpusora MNanika

@ warpmon Tpusora 3
QO BuKOpPUCTAHHSM
O TPHAOK 3 RKIIOUCHHAM CHPCHI cUpeHm

Meanu PUBOS
O ma 1pusora QO MeaunyHa Tpusora

_—
{ CracysaT )
=
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a. 'Silent Alarm or panic button ("Intruder Alarm®, CTS)

e when the button is pressed, the system switches to the Silent Alarm
state without activating the sound alert (siren) and transmits an alarm
notification

b. "Loud alarm or alarm with siren activation

e Wwhen the button is pressed, the system switches to the "Alarm” state,
with the sound alert (siren) activated, and transmits an alarm
notification

c. ‘Medical Alarm"
e when the button is pressed, the system transmits the Medical Alarm
notification
2. "Group’ - selects the security group to which the device belongs. A security group
is a logical set of zones of a protected premises (for example, a room, apartment,
garage, floor of a building, etc.), a minimum security unit. A security group allows
you to manage all zones simultaneously. Security groups are independent - the
user can manage and view only those security groups, devices, and events in
them to which he or she has been granted access.

@ httpsy//deviveb-security:u-proxsystems/panels/00:08:7:FE:33:1C/edit/users/edit/1 /keyfob/configu a2 v R e G40 0:

Mpyna npucTpois
Bci

I'pyna npuctpois lonoBHe NPUMiLLEHH:
Bai gocTynul rpyni r
apax

TonoRHE NPUMIIICHHA

Neip
BaHHa KiMHaTa

Video

3MiHa rpynu, o axoi byae
BiHOCWUTUCD NBTHMK.

3. 'Press mode" - setting the triggering condition when the button is pressed

arw SBGG*»=00Q:

PexvM HaTuCKaHHS

PeXXMM HaTUCKaHH:

@ KopotkouacHe

@ roporoacke O Tpusane

o

G
‘

Ckacysatn
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Remove a device
1. Launch the U-Prox Installer application or log in to the U-Prox Installer WEB portal

2142

YBintn

U-PROX
iINSTALLER

SanuwaTucn 8 chcTami

3atyrv nasans?

U

YeiiTn

Yaittn

T199-1313

2. Select a security center from the list

€« C & hupsiweb-security u-proxsystems/

< CucteMa [Llogar pagionpucTpin Koprotysa-:3 | Gpenornl
1] fim

1004 | U-Prox MPX. Kopnaop

021pn Ha knasiaTypa
3

| Ky
04 Smoke

opuaop
c7 PR

3aTonnenus
05 Water

KnanaH

07] Valve

Tpyni: 2 | flaTunks: 7 | Knasiatypu: 11 Pene: 1| KopucTysaui: 3 | Bpenoku: 1

3. In the "Users" section, select a user from the list and
fob/alarm button" button

€« C @ httpsy/devieb-security.u-prox.systems/panels/00:08:87:FE:33:1C/edit/users/edit/1 Qa2 N Lo H LR d9%

Sertification & PeparysanHs KopUCTYBaqa

Bwin

< PeplaryBaHHsa KOpUCTyBaya - o
eTpenko .M.

KnasiaTypHuii KOA NOCTaHOBKM/3HATTA
KnaaiaTypHuit
KOR MOGTaHOBKH/.

Bpenok Thusaxsia kHonka awATTA

Spenok.
Kaprka Mifare
Mo6insHui

Mo6inbHuit aopaTok RORaTOK

[3BiHOK npH
Tpugosi
fleTpenko 1.1 [D\3iHOK npM TPHEOSi

Hoctyn s rpynv

KaTeropii nogi

BuaanuTyH KopucTysaya ) JocTyn 8 rpynu

4.  The device settings will be opened.

13



U-PROX

access control

1807 B oW BN Tl 58%E

& PenarysaHHs Hanawry

@ Cwcrema ] nymr {D IcTopin "f))) [ ——

< TpuBOXHa KHorMKa
@ Tpusora
Pexxum pobotu
Pexum HaTncKaHHs

pyna

< C @ hitps//deveb-security.u-proxsystems/panels/00:08:8 31C/edit/users/edit/ /reylob/conliqure Qg %« 8 eH»=00@

BupanenHs PIR

Byaary v Kopriop?

BUAANUTH TPUBOXHY KHOMKY KOpUCTYBaua
MeTpeno M.1.2

Nigreepautn

CkacysaTu

Wireless device states

- the battery is charged

@Q - battery charge level

D— the battery is critically low

- the battery is defective

Service
The device normally requires minimal maintenance.

14



U-PROX

Use a dry cloth suitable for appliances to periodically clean the device body from dust
and other contaminants as they appear.

Replacing the battery

To replace the device's battery, you'll need a utility knife or something else with a
similarly thin blade.

1. Remove the device from the backplate

2. Insert a knife blade into the gap between the top and bottom of the case on the
opposite side of the strap. Moving the blade around, gently unlock the latches
holding the top and bottom of the key fob body

== <y (D)

3.  Replace the battery

DISPOSE OF USED BATTERIES IN ACCORDANCE WITH LOCAL LAWS AND REGULATIONS.

To assemble the device:

1. Put the strap on the pin of the top cover of the case
Place the board in the chassis according to the guides

3. Install the bottom cover of the case, according to the cutout of the strap, with an
offset of 1.5 mm. Press the cover against the strap and slide it down.

@l@

4. Next, gently press down on the lid to close the device body

|
=_ |
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Compliance with standards

RED (Radio Equipment Directive) Directive 2014/53/EU
EU ROHS Directive 2011/65/EU, EN IEC 63000:2018
EN 62311.2008

EN 62368-1.2014

EN 50130-4.2011/A1.2014

EN 61000-6-3:2007/A1.2011

ETSI EN 301 489-1v2.2.3

ETSI EN 301 489-3v21.1

ETSI EN 300 220-1v3.1.1

ETSI EN 300 220-2v3.21

EN 50131-1 Grade 2, Class Il;

o EN50131-1.2006/A1:2009/A2:2017/A3:2020

o EN50131-3:2009

o EN50131-5-3.2017

o EN50131-6:2017

Warranty obligations

The warranty period for U-Prox devices (except for batteries) is 2 years from the date of
sale.

If your device is not working properly, first contact support@uprox.systems, Perhaps
this issue will be resolved remotely.

The delivery package

1

2
3.
4.
5

U-Prox Button;

CR2032 battery (pre-installed);
Backplate for mounting;
Installation kit;

Quick start guide
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