U-Prox WDC

Wireless magnetic contact
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U-PROX

Introduction

This manual describes how to install and configure U-Prox WDC wireless magnetic
contact sensors. Please read this manual carefully before using the device.

Technical support for all U-Prox products is provided by phone: +38(091)481-01-69
and/or e-mail: support@u-prox.systems.

Security warnings

WARNING. THE APPLIANCE HAS A BUILT-IN BATTERY. SUBSTITUTING AN INCORRECT
TYPE OF BATTERY FOR THE APPLIANCE MAY RESULT IN A FIRE OR EXPLOSION. DISPOSE
OF USED BATTERIES IN ACCORDANCE WITH LOCAL LAWS AND REGULATIONS.

Applications for customization

U-Prox Installer mobile application
Application for setting up the U-Prox wireless security system.

It is intended for both individual users and engineers of central monitoring stations.

Using a mobile phone, the app allows you to perform full security system setup: install,
test, and calibrate wireless system elements; configure security groups; connect to
monitoring stations; add users and give them the right to control the security system
from the U-Prox Home app.

App Store

GETIT ON | -
» Google Play E

Installer web portal

The U-Prox Installer WEB web portal is designed to configure the U-Prox wireless
security system.

It is intended for both individual users and engineers of central monitoring stations of
security organizations.

Eﬁ E Using a web browser, you can perform full configuration of the security

1 system:install, test, and calibrate wireless system elements; configure
security groups; connect to monitoring stations; add users and grant

. them the right to control the security system from the U-Prox Home

E app.

—

https:// web-security.u-prox.systems/

Description and principle of operation
U-Prox WDC is a magnetic contact point radio channel sensor designed to monitor the
state of structural elements for opening or displacement to detect an attempted
intrusion into the premises and to issue an alarm notification to the U-Prox alarm
center.


mailto:support@u-prox.systems
https://web-security.u-prox.systems/
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The sensor operates only with the U-Prox security system; it cannot be connected to

third-party systems.

It has a sealed case and is used to protect doors and windows.

The device has contacts for connecting an arming LED and an external sensor, such as

a reed switch.

Functional elements of the device
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Bottom plate of the magnet case
Magnet case cover
Neodymium magnet
Lower plate of the sensor case
The upper cover of the case and the
capsule with the device
Magnet location marks
LED indicator
Protective plastic plate with the device
board
Tamper contact
. Connector for connection:
LD contact (+ LED, red) - universal
input/output
GND contact (ground, blue)
DC contact (reed switch, yellow)

. On/off button

. Battery, CR123A battery

. Sensor (reed switch)

. Light emitting diode (LED)
. Rubber seal
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Features
Sensor (reed switch) Threshold of operation is 7-15 mm,
not less than 1 000 000 actuations
Power supply 3V, CR123A lithium battery included
Service life of a battery up to 5 years
Radio communication ISM wireless interface with multiple channels
Radio communication ITU region 1 (EU, UA): 868.0..868.6 MHz,
parameters 100 kHz bandwidth, 20 m\¥ max., distance to
devices
- up to 4800 m (outdoors);
ITU region 3 (AU): 016.5..917 MHz,
100 kHz bandwidth, 20 m\¥ max, distance to devices
- up to 4800 m (in open space).
Data transmission (radio) Two-way communication, encrypted, with sabotage
(jamming) detection. The encryption key is 256 bits
Operating temperature range -20°C .. +50°C
Permissible humidity Up to 95%
Climate class [l (no EN 50131)
Overall dimensions of the device 85x 20,9 x 20,4 mm
Overall dimensions of the 85X 11X 6 mMm
magnet
Case color white, black, dark brown
Degree of protection IP55
Weight 66 grams

Power supply

The device uses a CR123A lithium battery, which allows it to operate for up

to 5 years on a single battery.

Display in the current mode
The light indicator shows data transmission and sensor triggering. Data exchange with
the security center, LEDs light up sequentially:
1. Sensor triggering - red
2. Data transmission:
e Green - transmission is successful
e Red - data transfer failed
3. Receiving confirmation
e Green - reception is successful
e Red - data reception failed

Steps 2 and 3 can be repeated up to 3 times (transmission repeats with increased
power)
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Installation

Selecting the installation location

Choose the location of the U-Prox WDC carefully. The device should not be placed on
top of other devices:

1. Outdoors or in rooms with unacceptable humidity and temperature
In places with a high level of radio interference

3. Near objects that can cause attenuation or shielding of the radio signal (metal,
mirrors, etc.)

4. At adistance closer than 1 m from the security center

It is recommended to perform the installation in the following sequence:

1. Registering the sensor in the security system using the U-Prox Installer app
Select the installation location with the optimal signal using the U-Prox Installer
app. Please note that the sensor can be placed either vertically or horizontally

3. Installing the magnet

4. Installing the sensor base plate (4)

5. Installing the device (5)

Installation

ATTENTION! INSTALLATION IS POSSIBLE ON DOUBLE-SIDED ADHESIVE TAPE OR BY
FASTENING WITH THE SUPPLIED SCREWS.

Vertical installation
1. Install and secure the magnet

2. Install the bottom plate of the appliance

3. Install the device in the bottom plate

Horizontal installation
1. Install and secure the magnet
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2. Install the bottom plate of the appliance
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3. Install the device in the bottom plate
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WARNING! WHEN THE DEVICE IS INSTALLED CORRECTLY, THE TAMPER WILL BE
CLAMPED (LOCKED).

Connecting an external sensor

It is used in cases where the U-Prox WDC cannot be installed, where flush mounting is
required, or to process signals from another external sensor or device.
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Connecting an external LED
The external LED is used to provide light confirmation that the security team has been
armed, the event has been delivered to the security company or the U-Prox cloud, and
the security center has received confirmation of the event delivery.
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The LED turns on for up to 15 seconds after the sensor is violated and restored during
the exit delay countdown.

Turning on and off
Move the switch (11) to the ON position - the indicator light will be on.

If the device has already been registered in the security system, it switches to the next
mode.

To turn off the device, move the switch (11) to the OFF position.

WARNING. IF THE DEVICE HAS NOT BEEN REGISTERED, IT WILL GO INTO SLEEP MODE
AFTER 30 SECONDS.
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Settings
1. Download and install the U-Prox Installer mobile application to configure the
system

2. Launch the U-Prox Installer application and log in or log in using the U-Prox
Installer WEB portal

IF NECESSARY, REGISTER IN THE SYSTEM AS AN AUTONOMOUS INSTALLER OR GET
ACCESS AS AN INSTALLER OF A SECURITY COMPANY

Adding a device to the security system (registration)
1. Launch the U-Prox Installer application or open the web portal in a browser and
login

€ 5 C @ hups//web-security.u-proxsystems o @

U-PROX
iNSTALLER

Yaintn

7799-1313

2. Select the U-Prox MPX to which you want to add the wireless sensor from the list
of devices

« C @ hups//web-security.u-proxsystems/panels/00-08:58:30:21:1 Efedit/system e * e *» = 0@ :

] ITV TecToBa

€ Cuctema

1004 | U-Prox MPX

Tpynw: 2 | Barumicw 7 | Knasiatypu: 1| Pene: 1 | Kopuctysaui: 3| Bpenosar: 1

3. Press the button (4) ("Add radio device"), the security center will enter the mode of
registering sensors, keypads, etc. In this window, you can click on the device icons
and view the instructions for activation.
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PeecTpauin panionpncTp..

] TectoBuit MNLIO
—

Byoom L

& PeecTpallia pagionpucTporo

u

CTaHLTE IOPYY 3 NPANAAOM, HATHCHITS T8 YTPMYVTE KHOMKY HHMENEHHRA HA 2 CaKYHAN 850 NEPECYHLTE NEPEMMUKAN HA SBOPOTHOMY BOL MPUCTPOIS, | ACUEKaITECH HOrD aKTHBALY

SO ABTUNK BXE BKNIOYEHNH, TO ANS PEECTPAL(i FOTD HEDBXIAHO CROUATKY BUMKHYTH, 3 NOTiM SHOBY BKNIOUMTH. JIAR LSOO HATHEHITS Ha KHONKY | NOTPHMaRTe ii 5 cekyun (a6o
NEPECcYHETE NEPEMUKAY B NONOKEHHA "OFF") - AATUHK BUMKHETECA.

[IN 3HAXOMKEHHS KHOMKH A5 NEDEMMKAYA CKOPHCTANTECK UMMM HCTRYKLIAMA.

4. According to the instructions, turn on the wireless sensor and bring it to the
security center at a distance of about 1 meter

5. Wait 15-20 seconds for the wireless sensor to be registered.
WARNING. THE DEVICE WILL BE ADDED TO THE FIRST FREE ZONE WITH THE LOWEST
NUMBER

6. The app will open the settings of the wireless sensor

L C @ hups//web-se ols/00:

=

alfregiste 2% PR M»O00Q:

& Datmk1

[Tk RoRaHO

Csitnosa
iHaKaLia

3bepertn

JakpuTi

CnoilLeHra npo
TemnepaTypHi
exi

BCTaHoRNeHHA

7. Configure your device

Basic settings of the U-Prox WDC
Select the device you want to configure from the device list

10
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] ITV TecToBa

A S
3anycTuTH TeeT cHrHany

Bxin

rpyna @

Caitnosa ingwkauin @

CnoBilueHHR npo TemnepaTypHi mexi @ Ipyna

Caitnosa
Beranoanennsn @ 3s = iRguKauia

Bavpumka na exip, @ - CRoEilLieHHs Npo
il TemnepaTypHi
wexi
Batpumia e anxig @
BCTaHORNEHHR

3aTpuma Ha xiA B pesuni TocTanoaka sanuwaiocs” @

1. "Name" - the nam

E/edit/senso

e of the device

ed)

2% SO e »=00Q :

ttps://web-security.u-prox.systems/panels/C

3MiHUTH Ha3By

: naTtuvka
3MiHUTY Ha3By AaTymMka

3bepertu

CkacyBaTh

Ciacysaru )

2. «'Group - selects the security group to which the device belongs.
A security group is a logical set of zones of a protected premises (for example, a room,
apartment, garage, floor of a building, etc.), a minimum security unit. A security group
allows you to manage all zones simultaneously. Security groups are independent - the
user can manage and view only those security groups, devices, and events in them to
which he or she has been granted access.

sorfedit/1 e % AOeS»=00:

<« C @ htips//web-security.u-proxsystems/panels/00:08:90:3

pyna npucTpois

@
O o

Cracysatu )

CkacysaTn

3. 'Light indication" - turns on or off the light indication on the device

11
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ttps://web-security.u-prox systems/pa 1E/edit/sensor/edit/1 @ % AEe» =00 :

CaiTnosa iHaMKauis X CeiTnoea iHgukauis

O BumkHeHo

@ LUraTHa iHguKayia

Ckacyeatu

Cracysatu

4. "Temperature limits notification" - when the device exceeds the specified
temperature limits, it will generate the corresponding events - "Cooling” and
"Overheating”. Can be used in scenarios

« C @ hups//web-security.u-proxsystems/panels/00:08:90:3021:1E/edit/sensor/ed) @ % R e » =00 :

CnosiuweHHa npo X
TemnepaTypHi Mexi

Konu TemnepaTypa gatuvka
BUXOAWUTb 38 MeXi
3@3HAYEHOr0 AianasoHy,
reHepyeTbCs CUrHan
Tpusory: Bucoka/Husbka
Temnepatypa

CnoBilyeHHs Npo TemnepaTypHi Mexi X

© BeimkHeHo
O BumkHeHo
8°C 36°C
*—=e

Ckacysatu

CkacyBaTu

5. "Setting" (zone type) - operating modes of the device depending on the type of
use

tpsi//web-security u-prox systems/pa

BcTaHoBNEHHS

Q@ 33zatpumkoro

BcTaHoBNeHHA X O Bes satpumku

@ 3o O Kopugop

Fes saTpumicn
O BHyTpiwHs 30Ha
Kopuop

BHyTpILIIA KOPHAOD O BHyTpiwWHii kopuaop

BiyTpiwni 3ona

QO 24-xroguHHa 30Ha

O TpusoXHa KHOMKa

Ckacysatn

CracysaTu

a. With delay" or "Entrance zone"

12
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If the system is armed, the entry delay starts when the sensor is triggered.
If the system is not disarmed during the delay, the system switches to the
Alarm state and sends an alarm notification

When arming, the exit delay will start, and the system will be armed.

a. Without delay

if the system is armed, when the sensor is triggered, the system switches
to the Alarm status and transmits an alarm notification

if the system is disarmed, the system does not respond to sensor
triggering with the following types

b. Corridor

if the system is armed and there is no entry delay or the delay time has
expired, the system switches to the Alarm status and transmits an alarm
notification

if the system is armed and there is an entry delay, the system does not
respond to sensor triggering of this type

if the system is disarmed and there is a delay in exit - the system does not
respond to the triggering of a sensor of this type

if the system is disarmed, the system does not respond to the triggering of
a sensor of this type

c. Internal corridor

if the system is armed and there is no entry delay or the delay time has
expired, the system switches to the Alarm status and transmits an alarm
notification

if the system is armed and there is an entry delay, the system does not
respond to sensor triggering of this type

if the system is disarmed and there is a delay in exit - the system does not
respond to the triggering of a sensor of this type

if the system is armed in the Perimeter mode (*Staying” or "Night mode”) -
the system does not respond to the triggering of a sensor of this type

if the system is disarmed, the system does not respond to the triggering of
a sensor of this type

d. Indoor zone

if the system is armed, when the sensor is triggered, the system switches
to the Alarm status and transmits an alarm notification

if the system is armed in the Perimeter mode ("Stay" or "Night mode”"), the
system does not respond to sensor triggering of this type

if the system is disarmed, the system does not respond to the triggering of
a sensor of this type

e. 24-hour zone (around the clock)

when the sensor is triggered, the system switches to the Alarm state and
transmits an alarm notification in any system mode

f. Panic button ("Intrusion Alarm®, CTS)

when the sensor is triggered, the system switches to the Silent Alarm state
without activating the sound alert (siren) and transmits an alarm
notification

6. 'Delayed entry (only for the Delayed installation type). Time to disarm (disarm) the
security system after entering the premises.

13



UJ-PROX

access contro

21:1E/edit/sensor/edit/1 2 % @S » =00 :

3aTpumka Ha BXin

3aTpuMKa Ha BXiA

10 cex

3aTPUMKa Ha BXIfL - L€ HaC, AKMIA
BU MAETE H3 BUMKHEHHA pPEXUMY
(OXDPOHM CUCTEMM 6e3neky nicna
BX0AY B NPUMILLEHHA.

7. 'Delay to exit (only for the Delayed arming type). The time to leave the premises
after arming or disarming.

d

hittps//web-security.u-prox systems/pa 1E/editfs

3aTpumka Ha Buxin
3aTpuMKa Ha BuUXia

3aTPUMKA Ha BUXIAL - LLE HAC, AKVN
BU MaETe Ha BUXI] i3 NPUMILLEHHS
nicns BBIMKHEHHA PEXUMY
GXOPOHM.

8. 'Delay for entry in Stay Armed mode" (only for the Delayed arming type). Time for
disarming (disarming) the security system after entering the premises (arming in
Stay, Night mode)

ttps://web-security.u-prox systems/panels/00:08:98:3021:1/edit/senso

edit/1 2 % @S » =00 :

3aTpuMka Ha BXig B

3aTpuUMKa Ha BXifl B pexuMi X pexmumi MocTaHoBKa

“lMocTaHoBKa 3anuwaiocs’ 3anuuwaroCb

3aTpuMKa Ha BXif - Le 4ac, Skui
B MAETE HA BUMKHEHHS DEXMMY
OXOPOHU CUCTEMM 6EINEKM NICNA
BXOfY B NPUMIlYEHH.

= Ckacysati
Cxacysati

9. 'Delay to exit in Stay Armed mode" (only for the arming type - "'Delayed’) Time to
exit the premises after arming the Perimeter security mode (Stay, Night mode).

14
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2% B G *»=0@ :

3aTpumka Ha Buxin B X
pexuMi MocTaHoBka

3aTpuMKa Ha BUXifl B pexumi
3anuuwarocb

“MocTaHoBka sanuwalocs'

3aTpuMKa Ha BUXIA - Lie Yac, aKui
BW MAETE Ha BUXIN i3 NPUMILEHHRA
NIiCNA BBIMKHEHHSA DEXUMY
OXOpEHU.

Cracysay

10. "Arming with a broken sensor" - forced arming of a sensor, even if it is broken
a. '"Forced arming after exit delay"” - if the sensor does not recover after the exit
delay countdown, the system switches to the Alarm state and transmits an
alarm notification
b. "Forced arming when the sensor is restored” - the system waits for the
sensor to be restored and switches it to the Armed mode

tsensor/edit/1 @ % ABe»=0@ :

2 C @ htpsy/web-security.u-proxsystems/pa

MocTaHoBKa 3
NOpYyLUEHUM AATYUKOM

@ 3abopokeHo

O [DozeoneHo

MocTaHoBKa 3 NOpyLEHUM
[AaT4UKOM

MpymycoBa NocTaHoBKa
Oes pasi BigHOBNEHHA
naTynka

NA NOCTAHOBKM 3 MOBINbHOMO
A0NATKA MOTPIGHO NOCTaBUTY Mig,
OXOPOHY Y 3BUYAIHOMY PEXUMI.
[ns nocTaHoBKK 3 KNasiatypn
NOTPIBHO BBECTU KOA | 3aTUCHYTU
KHOMKY MOCTaHOBKa Mifl OXOPOHY.
ns noctaHoBku 3 Bpenoka
NOTPIBHO TAKOX SATUCHYTH KHOMKY
MoCTaHOBKa Mif OXOPOHY.

Ciacysary

CkacysaTu

11.  "Magnetic contact settings” - work with built-in and external magnetic contact
a. 'Internal magnetic contact” - the sensor works only with the built-in
magnetic contact
b. "External, wired" - the device operates only with an external sensor
connected by wires
c. 'Internal magnetic contact and external wired" - the device operates with
both inputs

15
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2 % A@e»=00:

HanawrysaHHa
MarHiTOKOHTaKTy
HanawTyBaHHsA MarHiTOKOHTaKTy P

BHyTpiLHiA
MarHiTOKOHTaKT

O 3oeHiwHii npoeig
BHyTpilWHi

QO MarHiToKoHTaKT i
30BHIiLWHIA NpoBig

( Ckacysat Ckacyeati

12. "LED output settings" - setting up the universal input/output

httpsy//web-security.u-prox systems/panels 1E/edit/sensor/fedi @ % & e *»= 0@ :

HanawtysaHHa Buxogy
LED

@ Ceitnogiog

O TMponyck NpoxomKeHHs
HanawTyBaHHsa Buxoay LED

@ wmonn QO Mponyck 1 xe

QO Mvonyex npoxomwenn O MNMponyck 2 xe

Tpofiyck 1xe

(@)
QO  feonyex3xe
(@)

flponyck 5 xa

O Mponyck 3 x8

{ Cxacysatu )

CkacysaTu

e Pass bypass - the sensor is skipped (bypassed) while the universal input loop
is closed

e Skip for 1, 3, or 5 minutes - after the universal input loop is broken and
restored, the sensor will be skipped for a specified time

e LED (default) - use of the universal input/output as an LED output

e\

I

gnj Jr,‘]
i

%

.

13. Special settings
a. 'Disable tamper" - a setting when enabled, the device will not respond to the
opening of the case
b. "Disable alarm when communication is lost" - do not generate an alarm when
communication with the device is lost

16
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@ % ABAe»=00Q :

CneuianbHi HanawTyBaHHA

D BinmounTs Tamnep

() Busmcsyrw rpmnory npw avpari saimscy

( KacyBath

BUMKHYTH TPUBOTY NpK 3¢

BigkniouuTn Tamnep X &
BTpaTi 3B'A3KY

© Hi Q Hi
O Tak QO Tak

Testing the connection
WARNING. BEFORE PERFORMING THIS STEP, THE DEVICE MUST BE REGISTERED IN THE

UPROX SECURITY SYSTEM.
1. Launch the U-Prox Installer application or log in to the U-Prox Installer WEB portal

U-PROX
INSTALLER

Yaittn

7199-1313

2. Select a security center from the list

17
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« C @ hips//web-security.u-prox systems/p. 8:98:30:21:1Efedit/system [E4 T

Cuctema

] ITV TecToBa

U-Prox MPX

< Cuctema Lloaay pagionpcTpia

Kopre 1yss+:3 | Gpasoxn:l

10041 U-Prox MPX Kopmuop
o21Pm
(]

Kyxum
04 Smoke

Kopugop

KyxHa
Batonnentn £4]8moke

051 Weter
Tapax

Tonnenta
Knanan 3l
07| Valve -Ar

Mepuwver

IHIGCHEDHAR BERIM CrnvBat 33° 00-53 50

3. Select a device from the list

1 Efeditfsensor/edit/1

& Bxin
sanuwatocs

Sapumka na
BUXi B peximi
MoctaHoBka
3a/MUIAKCH

NYCTUTH TEGT CHrHa
b ¥ MocTarosKa 2
nopyweHuM
AATUMKOM
Bxig
Hanawrysakks

rpyna @ MArHITOKOHTAKTY.

Ceitnoea inpmkauin @ BumKiyTU TPUBOTY
NPy BTPaTi 38'ASKY

CnoBilueHin npo TemnepaTyphi Mexi @

BrMKHEHO HanawrysanHs

ewxony LED

Berauoanenna @ BlaknouMTH

Tamnep
3aTpumKa Ha Bxig @
3anycTuTu TeCTyBaHHA

3atpumica na auxia @
011wDe Bupanutu
8:81:03:20:1 3aTpuMKa Ha BXif, B pexcmMi “MocTanoaka sanwatocs” @

AnapaTa Be I

4. Start the test mode and select the test mode - Normal or Grade I

#* I@e» =00

web-security.-proxsystems/p.

TecTyBaHHA
TecTyBaHHs pagionpucTpolo PanionpucTporo

@ Tect curHany

O Tecroman

O Tect curnany Grade 2

ZanycTtutn
=T G

Cracysau

O Tect curiany Grade 2

a. Conventional signal testing

18
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ATTENTION!! TESTING IS PERFORMED AT AN AVERAGE POWER LEVEL OF RADIO
TRANSMITTERS.

« C @ hupsy/web-security.u-proxsystems/panels/00.08:30:3021:1E/edit/sensor/edit/1 e % e *»= 0@ :

Pexu1M TecTyBaHHs curHany

Pexvm TecTyBaHHS
curHany

-40

Bxia

3aKiH4MTU TeCTyBaHHA

-41 l |
Bxia

BakinuuTh TeCTyBAMHS

b. Signal testing in accordance with Grade Il

ATTENTION!!! TESTING IS PERFORMED AT REDUCED POWER OF RADIO TRANSMITTERS,
IN ACCORDANCE WITH EN 50131-1

“ C @ hipsy/web-security.u-prox systems/panels/00:08:90:30:21:1E /edit/sensor fedit/1 e % 8§ e *»=00@:

Pexum TecTyBaHHS
curHany
PexXuM TecTyBaHHs curHany Grade 2 X

[ l | I
Bxia

-47

BaKiHuMTH TeCTYBaNHS

3aKiH4MTH TECTyBaHHA

5. To start testing the signal strength of the device, wait for the next communication
session with the device, or trigger it or open the case.

-~y

I ——
ﬂ/ §“‘-_:-_v

6. Move the device to the pre-selected installation location

19
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p__cccess control __\

llHH ~€—

lﬂﬂ[

7. Based on the data in the U-Prox Installer or U-Prox Installer WEB mobile
application, select a location with an optimal signal strength of at least -95 dBm.

8. You can also use the light indication of the device
S a -LED flashes green (up to -87 dBm) -

@/\ excellent signal strength, can be set
B o : e . b.

: c. LED flashes yellow (up to -
~ 88..-94 dBm) - average signal strength, can be

-88..-94 dBm
\ ﬁ _,_.  set
| d

e. LED flashes red (up to -95

-35..111 dBm . - 111 dBm) - poor signal strength, move the
/ |DU - E] +. device to another location or use the UProx
Extender

Extender radio range extender

//
(¢

9. To exit the signal test mode, click the "End test" button in the application

ATTENTION!!! THE TEST WILL BE AUTOMATICALLY COMPLETED 30 MINUTES AFTER THE
START
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Remove a device
1. Launch the U-Prox Installer application or log in to the U-Prox Installer WEB portal

5://web-security.u-proxsystems 2142
YBintn
BBeniTh noriH [

e

U-PROX
iINSTALLER

SanuwaTucn 8 chcTami

3atyrv nasans?

U

YeiiTn

Yaittn

T199-1313

2. Select a security center from the list

€ C @ hips//web-secuity.u-proxsystems/pa
] ITV TecToBa

U-Prox MPX

IHXEHEFH/ 7 PEXUM C1nUBEE

Moy K w1
p

Kopreyas:3|

< Cuctema Lloaay pagionpcTpia

1| Bim

1004 | U-Prox MPX. Kopunop
021PR

| Kym
041 Smoke

Kopugop

T KyxHa

BatonnexHs c4]
05 | Water
TONNEHHS
KnanaH
071 Vaive

Mepumetp

Tpynw: 2 | Raruku: 7 | Knasiatypu: 1] Pene: 1| Kopuctysaui: 3 | Bpenoku: 1

3. Select a device from the list

LIS

& Bxin

1 Efeditfsensor/edit/1

aannwarocs

SaTpunka Ha
BUXi B peximi
MocTaHoBKa
3aMWACH

BanycrvTn TecT curHany
NocTaHoBKa 3

nopyweHunm
AATUMKOM

Bxig
Hanawrysakks

rpyna @ MArHITOKOHTAKTY.

BUMKHYTU TPUBOTY

Ceitnoea inpmkauin @ 4
NPy BTpaTi 383Ky

Crogiless po Temneparyphi mexi @ BUMKHeHO

Hanawrysantis
ewxony LED
Beranoanennn @ BlAKIONATY
Tamnep

3aTpumKa Ha Bxig @
3anycTuTu TeCTyBaHHA
3atpumica na auxia @

NEE BUAUTH

3aTpHMKa Ha X7, B peXHM TTocTaHoRKa sankiuaiocs” @

4. Click the "Delete" button and confirm the deletion
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Wireless device states

Bvin ; 08 . L.-_TE— the main power supply is normal

01]woe

- main power supply is absent
g - o D— the device case is closed
5— the device case is open

- the battery is charged

- : EEE. battery charge level

g- the battery is critically low

— the battery is defective

-I|||— level of radio communication with the
security center

|
(% there is no radio communication with
the security center

- passage (bypass) of the zone for the
period of protection

Service
The device normally requires minimal maintenance.

Use a dry cloth suitable for appliances to periodically clean the device case from dust
and other contaminants as they appear.

Compliance with standards

e RED (Radio Equipment Directive) Directive 2014/53/EU
e EU ROHS Directive 2011/65/EU, EN IEC 63000:2018
e EN 623112008
e EN 62368-1.2014
e EN 50130-4:2011/A1:2014
e EN 61000-6-3:2007/A1:2011
e ETSIEN 301489-1v2.2.3
e ETSIEN 301489-3v2.11
e ETSIEN 300 220-1v3.11
e ETSIEN 300 220-2v3.21
e EN50131-1 Grade 2, Class Il
o EN50131-1.2006/A1:2009/A2:2017/A3:2020
EN 50131-2-6:2008
EN 50131-5-3.2017
EN 50131-6:2017

o O O

Warranty obligations

The warranty period for the U-Prox device (excluding batteries) is 2 years from the date
of sale.
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If the device is not functioning properly, first contact support@uprox.systems, perhaps
this issue will be resolved remotely.

The scope of delivery
1. U-Prox WDC;
2. Magnet;
3. CR123A battery (pre-installed);
4. Installation kit;
5. Quick start guide
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